**For release 1 document**

**User-specific Access**

Involves granting or restricting access to specific pages stated to user role. For security reasons and in the best interest of user confidentiality, restrictions and granted permissions are a necessity for the online database. Department members with the correct authority need access to the data to approve or edit documents whereas other staff and students must be restricted to only their personal records or open forms.

|  |  |  |
| --- | --- | --- |
| **Story ID** | **Story Title** | **Story Points** |
| **9** | Exclusive Staff/Student Permit | 16 |
| **10** | Access - Issue Report Forms | 15 |
| **12** | Access - Citation Forms | 17 |
| **13** | Templates w/ Compulsory Fields | 4 |
|  | Story Point Sub-Total: | 52 |

**Tablet Compatibility**

Involves providing portable access to the application via a tablet-like device. Providing portable access to the web application will ensure that Patrol Members are able to complete necessary requirements instantaneously such as issuing citations. Mobility is imperative in recording on the spot violations and ensuring that data is recorded succinctly. For mobile and tablet users that have data stored on the database, portability is important to ensure their convenience and their access to their records via their device. Failure to implement a successful mobile iteration would lead to data integrity issues which can severely negatively affect the business.

|  |  |  |
| --- | --- | --- |
| **Story ID** | **Story Title** | **Story Points** |
| **15** | Access - Portable | 2 |
| **17** | Access - Physical Print-out of violation | 4 |
|  | Story Point Sub-Total: | 6 |